Check that your version of iOS is 7.0.3 or greater. If not you must update your iPad. See the "iPad Update Guide"

Return to the home screen and tap "Safari"
Type the following web address: http://ipad.sacs.nsw.edu.au

Please read this and make sure that your iPad complies.

Welcome to the iPad AirWatch Enrolment Page

This page contains information about some of the changes AirWatch will perform on your iPad device. These changes are mandatory to ensure your iPad meets St. Andrew’s Cathedral School iPad compliance policy.

The following is a list of changes and controls SACS will apply to your device; these are only applicable when you are within a 1km radius of St. Andrew’s House (SAH) and The Bishop Barry Centre (BBC). Outside of this area your device will no longer have restrictions placed on it by St. Andrew’s Cathedral School.

Upon re-entering this 1km radius you must meet the compliance restrictions to gain access to the SACS-iPad2 WiFi network.

You should have already received instructions on how to complete this process. If not, please review by tapping the button below.

Instructions

- iOS Restrictions
  These will be in effect within 1km of the St. Andrew’s Cathedral School Campus
  - Disabled FaceTime
  - Disabled iMessage
  - Disabled Siri
  - Disabled Game Center
  - Disabled Multi-Player Gaming
  - Check for JailBroken Devices - Ban device if Jailbroken

- St. Andrew’s Cathedral School Black-Listed Apps
  (These must be removed from your iPad to meet compliance and gain access to SACS WiFi)
  - Facebook
  - Snapchat
  - KIK Messenger
  - Instagram
  - Vine
  - Ask.fm
  - Puffin Browser

By clicking/tapping the Proceed button below you are acknowledging and accepting the above restrictions will be placed on your device.

Then tap "Proceed"

After tapping Proceed, you will be directed to the Apple App store to download the AirWatch App.
AirWatch MDM Agent
AirWatch, LLC

Tap here to install

Once AirWatch is installed tap "Open"

Description
The AirWatch Agent provides complete mobility management for your entire fleet of iOS devices deployed across your enterprise. AirWatch provides your IT department with the ability to quickly enroll devices in your...
Please enter your work email address.

Email: user@example.com

Or

Continue without email address

“AirWatch” Would Like to Use Your Current Location

Don’t Allow  OK

You must tap "OK"

Please enter your work email address.

Email: astudent12@student.sacs.nsw.edu.au

Or

Continue without email address

Continue

Enter your SACS student email

Tap "Continue"
Enter your credentials to authenticate your device.

Username: astudent12
Password: ******

Enter your SACS computer username and password

Tap "Done"
Installing this profile will allow the administrator at "https://ds500.airwatchportals.com/DeviceServices/AppleMDM/Processor.aspx" to remotely manage your iPad.

The administrator may collect personal data, add/remove accounts and restrictions, list, install, and manage apps, and remotely erase data on your iPad.
Success

Enrollment is complete.
At this time the system is ensuring your device is secured and configured. Please press continue to proceed.

Tap "Continue"

Once loading is complete press the Home button to exit the app.
Enter your SACS student email password
Tap "OK"
Tap "Settings"
A compliance check is now being conducted. Please wait until this profile appears before continuing. This may take up to 10 minutes.

Tap "Wi-Fi"

Next time you are at school, connect to "sacs-ipad2"
Wait until the tick appears. This may take a few minutes.

Tap "Accept"
Exit to the homescreen and tap "App Catalog".

Tap "Public" for free apps.

Tap "Purchased" for paid apps.
AirWatch is now set-up and your iPad is ready to go.